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ABSTRACT: The importance of space to modern battlefields is unquestioned. However, due to the
newness of space warfare, and the tremendous distances involved, it is very difficult to assess adversary
goals and intents expressed by their military actions in space. To help solve these critical issues, the
author, based on his 49 years’ experience in space warfare, has analyzed actual space wars that have
already occurred. He will brief basic principles of outer space warfare and its history (there have been
at least 10 space wars or incidents since the 1970’s), and provide a detailed example of the space war
that occurred in 2014 and what has occurred in space this year over the current Ukrainian conflict. He
will also demonstrate an orbital simulation that mathematically proves the attack on Russian Glonass
satellites in 2014.
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